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Introduction

The Digital Skills for Life (DSL) guide is a

collection of booklets that is designed to help
you learn essential digital skills for daily « . .
living. It offers step-by-step instructionsand [ > Be Safe, Smart & Kind Online
quick tips that empowers you to navigate the ‘ Safeguard against cyber threats; Protect personal
digital landscape confidently and safely. information; Develop a positive online presence.

aaaaaaaaaaaaaa

It is designed for anyone who wants to
pick up essential digital skills for daily living.

The DSL skills are grouped into 5 competency Explore wQ Communicate Transact

areas as shown in the diagram. Information a Online Online 43
Online g 8

Learning Outcomes: . B Connect Carry out v

o Search, view with others online

This guidebook focuses on the and retrieve online. transactions.

‘Set up and Use Smart Devices'’ information online.

competency, where you

will learn:

e Register for public Wi-Fi.

¢ Know the vulnerabilities and risks
associated with the Internet.

Set up & Use Smart Devices

Set up and operate the basic hardware and
software functions of your mobile device.

The guidebook is based on common software icons and mobile device settings.
Please note that certain features may differ across different mobile devices and models.



Cyber Security Tips

To stay safe while using Wi-Fi, please keep to the following:

v/

You have
logged out!

0 Your account

Log out of the Wi-Fi connection or
accounts after use.

QO

Update all apps promptly to protect the mobile
devices from known security vulnerabilities.

Connect to
free Wi-Fi?

Beware of “free” Wi-Fi hotspots
masquerading as a legitimate source.

Google
Play Store

Download apps from official sources.




Cellular Network and their icons

a Networks 0 Status Bar Location
The different networks
from your telco carrier. £\
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‘ Bluetooth

Cellular network signall
strength.

e Connected to Wi-Fi

Mobile device is connected
to the internet over Wi-Fi.
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Connect to and Disconnect from a Cellular Network

Select Settings

Find and tap the
“Settings” icon.

° Select Connections

Settings

Connections

o
-

Wi-Fi « Bluetooth « SIM managiv]"j_‘

Connected devices

Quick Share + Samsung DeX -
Android Auto

Modes and Routines
Modes + Routines

Sounds and vibration
Sound mode * Ringtone

Notifications
Status bar ¢ Do not disturb

R\

e Select Data usage

° Select Mobile data

< Connections O
Wi-Fi Calling @
Bluetooth »

NFC and contactless payments

< Data usage

4. 08 G B of mobile data

1 Apr-30 Apr

0B 4.08 GB

Data saver
off

Mobile

Mobile data

Access the internet through your @)
mobile network. “i,

@
Flight mode »
SIM manager
Mobile networks
Data usage e

Mobile Hotspot and Tethering

More connection settings

Mobile data only apps

Set apps to always use mobile data, even
when your phone is connected to Wi-Fi.

Mobile data usage
4.08 GB used 1-30 Apr

Turn on: Green
Turn off: Grey




° ° ° iz
Connect to and Disconnect from a Wi-Fi <
O
Ld 1 13 1d 13 E
a Select Settings a Select Wi-Fi o Choose Wi-Fi Network 8
—
Find and tap the o
“Settings” icon. < Connections Q < Wi-Fi & =
Wi-Fi 0 §
. i-Fi n 52
e Select Connections e N, a
©O
Wi-Fi Calli %‘ Current network g
. i-Fi Callin
Settings Q 2 o
= NOKIA-DF71 -
Bluetooth » “®  onnected &3 O
6 Connections ' 8
Wi-Fi « Bluetooth * SIM managi@_‘ NFC and contactless payments Available networks g
o
Connected devices » “ nagor2.4
Quick Share « Samsung DeX - T%
Android Auto .
n Flight mode » = ASUS
® Modes and Routines -
Modes + Routines SIM manager = nagorb
¢ Sounds and vibration Mobile networks = LyraPTL
Sound mode -« Ringtone
Data usage
Notifications +  Add network .
Status bar + Do not disturb |~
Turn on: Green '\Ib—‘
Turn off: Grey




e Enter Wi-Fi Password

<

ASUS

Successfully Connected
to Wi-Fi

Password

LYY X} :.®

A\

Auto reconnect

IP settings
DHCP

Proxy

None
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Z X ¢ Vb nm &

< Wi-Fi &

On

Current network

—

~

(o]

NOKIA-DF71 o

Connected

Available networks

B)

&)

o)

nagor2.4

ASUS

nagorb

Lyra-PTL

Add network




Set-up Wireless@SGx Account with Cellular Network

a Scan the QR code
i Go to

QR code.

Tap on Device with
local SIM

For Android mobile device with local SIM cards.

e Select Operating System

https://go.gov.sg/
wsgx or scan the

Connecting to Wireless@SG has
never been easier. Choose the
setup option that is applicable

to you.

(For CMLink, VIVIFI, Zero1, and
ZYM Mobile users, please select
'Device without local SIM' for
setup.)

93 eservice.imda.gov.sgv

Select operating system

(For other operating systems
not listed, please select 'Device
without local SIM' for setup.)

Device with local SIM

slo

a

J

Device without local SIM T S;

iOS/iPadOS

o Accept Terms of Use

Terms and Conditions of
Use for Wireless@SGx
Portal

General

1. We thank you for visiting
https://eservice.imda.gov.sg/WirelessSGx
("this Site"). Your access and use of this
Site constitutes your acceptance and
agreement to be bound by these terms
and conditions of use ("Terms of Use"). If
you do not consent to be bound by these
Terms of Use, please discontinue your
access and do not use this Site.

2. In case of any violation of these Terms
of Use, Infocomm Media Development
Authority ("IMDA") reserves the right to
seek all remedies available under the law
and in equity for such violations. These
Terms of Use apply in respect of any and
all visits to this Site, both now and in the
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Accept the Terms &
Conditions of your SIM
card provider

) 95 eserviceimda.gov.sgv  +

By continuing to set up for SIM
login, you accept the terms &

conditions of your SIM card provider.

&

OneDrive SGSecure

O@ f (

Play Store Facebook

® O

Messages Camera Gallery

s O &

Contacts Settings l Calendar Calculator

@@ =

YT Music Gaming Hub

° Tap on Connections

Settings

Q

Samsung account
Samsung account

to make your Galaxy more powerful

Software update is available
)

Connections

Wi-Fi « Bluetooth ¢ SIM manager |I|

Connected devices

Quick e * Samsung DeX + Android Auto

Go to “Connections” or “Network
& Internet”.

*The above step is generic and
may differ depending on device
model used.



o Go to Wi-Fi Settings

<{ Connections

Bluetooth

NFC and contactless payments

Flight mode

SIM manager

Data usage

Mobile Hotspot and Tethering

More connection settings

Looking for something else?

° Add Network Q Add Network Name

< Add network

SUNIL
SGNIC-GUEST

SGNIC-TRO

SilverGate

Normal speed Hidden network

WSG@IMDA

Add network

EAP method

A K
AN

Search for “Wireless@SGx” or
“Add nefwork" '_f ere!e.ss.@SGx Under Network name, enter
network is not within vicinity. “Wireless@SGx”
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o Select Security Type

< Add network

rk name

Wireless@SGx

Enter password

CA certificate

Hidden network

e Tap on View More

Security

Enter password

CA certificate

Hidden network

View more |"'

Go to “View More”.

Q Select EAP Method

<{ Add network

EAP method

IP settings

Proxy

None

Metered network
D ally

MAC address type

Randomised MAC

*The above step is generic and
may differ depending on device
model used.

Under Security, select

Under EAP method, select “AKA”.
“WPA/WPA2/WPA3-Enterprise”.



m Tap on Save or Connect Q Connect to Wireless@SGx
and Happy Surfing!

EAP method

IP settings

Current network

Connected

Proxy
Available networks

Wireless@SGx

Metered netyverk Available via Wireless@SGx

DIRECT-EO-HP M479fdw Color..

MAC address type

Macdonald1123
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Macdonald1123_5G

Tap “Save” or “Connect” to
connect to Wireless@SGx network.
*Steps to access saved Wi-Fi Enjoy seamless connection to
networks can vary by phones. “Wireless@SGx".
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Set-up Wireless@SGx Account without Cellular Network

For Android mobile device without local SIM cards.

0 Scan the QR code e Select Operating System o Select Profile
% [a] Go to
hﬂpS!//gO.gOV.Sg/ ) 95 eserviceimda.gov.sgh  +
wsgx or scan the

" QR code.

Select operating system

Tap on Device without

local SIM Android/ChromeOS & Other
Operating Systems .

Select one of the options below

Connecting to Wireless@SG has Create Profile

never been easier. Choose the
setup option that is applicable
to you.

(For CMLink, VIVIFI, Zero1, and
ZYM Mobile users, please select i0S/iPadOS/MacOS

'Device without local SIM' for
setup.) Reset Profile

Device with local SIM b T&

e
S—

Windows

Device without local SIM

slo

{]"”] Tap on “Create Profile” if you are
- a new user.
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e Accept Terms of Use

Terms and Conditions of
Use for Wireless@SGx
Portal

General

1. We thank you for visiting
https://eservice.imda.gov.sg/WirelessSGx
("this Site"). Your access and use of this
Site constitutes your acceptance and
agreement to be bound by these terms
and conditions of use ("Terms of Use"). If
you do not consent to be bound by these
Terms of Use, please discontinue your
access and do not use this Site.

2. In case of any violation of these Terms
of Use, Infocomm Media Development
Authority ("IMDA") reserves the right to
seek all remedies available under the law
and in equity for such violations. These
Terms of Use apply in respect of any and
all visits to this Site, both now and in the

-«

° Choose Any Provider

Home
/ Wireless@SGx Profile Setup for devices
without local SIM cards

Wireless@SGx Profile Setup for
devices without local SIM cards

a Registration

2 Verification

3 Configuration

Set up for devices without local
SIM cards (Android/ChromeQOS
& Other Operating Systems)

0 Enter Personal Details

0 Registration

2 \Verification

3 Configuration T

Set up for devices without local
SIM cards (Android/ChromeQOS
& Other Operating Systems)

* Choose a Provider

Q@) e

* Choose a Provider

@ < (G

* Date of Birth

DD/MM/YYYY

* Date of Birth

10/07/2000

* Mobile Number

+65 8888888

* Confirm Mobile Number

8888888 i,
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Agree to the Terms and

Conditions
8888888
| agree to the terms and conditions [} -‘Q"-
* Captcha

dbe2c ~  ©

e

dbe2c ;J]';"]

J
For security purpose, your Wireless@SG

account will be valid for 1 year. You will
be prompted via SMS to re-validate
your account via the setup above when
you login with an expired account.
Kindly note that the Wireless@SG
account will be issued by the

corresponding provider selected above.

Verify your Mobile
Number

v/ Registration

e Verification

3 Configuration

SMS One-Time Password(OTP)

A verification SMS has been sent to your
mobile at +6588888888.
Enter the 6-digit SMS OTP in the text box

Q Copy Username

below.
307879 -‘n"-
\ I

(-

Check the box, enter the captcha
and tap “Next” to continue.

21

-

Enter the SMS One-Time Password
and click “Next”.

For Android / ChromeOS
Other Operating Systems

Username/Identity

Password

Provider's Domain name

Refer to guide below to complete setup.
For other operating systems, please
refer to your device’s user manual.

< Android Guide >
C ChromeOS Guide )




0 Add Network e Enter Username Q Copy Password

< Add network

For Android / ChromeOS
Other Operating Systems

Network name

Wireless@SGx
Username/ldentity
Security
WPA/WPA2-Enterprise
SINGTEL-DEDF Identity )
Password

SINGTEL-DTX3

Password

Show

Enter password

SINGTEL-WET3 . .
Provider's Domain name

Click Here For Internet o Enter Network name: -

“Wireless@SGx”. Copy

Add network \u ° Under Security, select .
“\WPA/WPA2/WPA3- Refer to guide below to complete setup.

For other operating systems, please
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Enterprise”. refer to your device’s user manual.
Switch to WiFi Settings and search e Under Identity, paste < Android Guide >
for Wireless@SGx or “Add network”. your “Username”.
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Q Enter Password

{ Add network

Network name

Wireless@SGx

Security
WPA/WPA2-Enterprise

Identity

Password

Enter password

CA certificate

Use system certificates |"

Domain

o Under Password, paste the

“Password”.

o Under CA certificate, select

“Use system certificates”.

Copy Provider’s Domain

Name

%4

For Android / ChromeOS /
Other Operating Systems

Username/lIdentity

Password

Provider's Domain name

Refer to guide below to complete setup.
For other operating systems, please
refer to your device’s user manual.

( Android Guide >

( ChromeOS Guide

Q Enter Domain

< Add network

Network name

Wireless@SGx

Security
WPA/WPA2-Enterprise

Identity

Password

Enter password

CA certificate
Use system certificates

Domain

Enter domain |

Hidden network

Paste provider's domain’s name.



Tap on Save and
Happy Surfing!

< Add network

TG LI UTHTUULS QLULug

Don't validate

Phase 2 authentication
MSCHAPV2

Anonymous identity

IP settings
DHCP

Proxy

None

Metered network
Detect automatically

MAC address type
Randomised MAC

Send device name to network

Gy

Notes
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For more information and
to find your nearest SG
Digital community hubs:

IMDA Contact Centre

Hotline: +65 6377 3800
Email: info@imda.gov.sg
Website: digitalforlife.gov.sg

Scan QR code to
visit the Digital for
Life Portal.

© 2025 Info-communications Media Development Authority. All rights reserved.

No part of this resource may be used or copied without explicit consent from IMDA.

Materials used in connection with this guide may also be subject to copyright protection.
These are not limited to: documents, slides, images, audio, and video. Unauthorized retention,
duplication, distribution, or modification of copyrighted materials is strictly prohibited.

These resources take reference from Wireless@SG for Consumers - Infocomm Medlia Development Authority.
(n.d.). Infocomm Media Development Authority.



